KING SERVERS

Privacy Policy

Personal Data Processing

The personal information requested from users is used solely to ensure service provision and
improvement. For example, without the name of your company, a list of services used, and contact
details, we would be unable to issue invoices correctly or offer optimal solutions for your business.

Additionally, data collection is necessary for:

Recommending additional products and services;

Ensuring the security of our resources;

Preventing and investigating cases of fraud or misuse of King Servers' resources;
Fulfilling legal and regulatory obligations.

Personal data may be shared within the King Servers group of companies to optimize service
delivery and integrate new solutions. We also gather user feedback to analyze and improve the
quality of our products’ design and functionality.

Accuracy and Relevance of Data

King Servers is committed to ensuring the accuracy and relevance of the information provided
by clients. To verify data, we utilize confirmation systems and encourage users to cross-check
their submitted information against the details included in issued invoices. If any discrepancies
are found, you can request corrections by contacting us.

Data Security

Your data is stored in information systems equipped with modern security measures that
correspond to the level of confidentiality required. All King Servers employees sign
confidentiality agreements and bear responsibility for any violations in accordance with
applicable law.

Data Sharing with Third Parties
We do not share personal data with third parties without user consent, except in the following
cases:

e Compliance with legal requirements, including providing data to government authorities
upon official request;

e Conducting internal operations among King Servers group companies, which adhere to
confidentiality agreements;

e Participation in business processes (e.g., integration of new services) where third-party



companies agree to comply with strict data protection standards.

Internet Privacy

You provide identifiable information on a voluntary basis. Accessing most of our resources does
not require registration or the submission of personal data. However, non-identifiable
information such as IP address, browser type, operating system, and page visit durations may
be automatically collected for analysis and improvement of our services.

If you choose to use our services, subscribe to newsletters, or submit a collaboration request,
the provided data will only be used for the purposes you specify.

Right to Data Deletion

Upon your request, King Servers will delete all personal data from the company’s active
systems. A confirmation document can be provided upon deletion.

However, backup copies of data, created to fulfill legal obligations, may be stored for up to 7
calendar days in compliance with GDPR standards. These backups are inaccessible for
operational use and are intended exclusively for meeting legal requirements.

To request data deletion, please contact us at: info@king-servers.com.

User Communication

King Servers and our partners may send you notifications about new products, services, and
events via email. If you wish to opt out of such communications, please send a request to
info@king-servers.com.

Changes to the Privacy Policy
As our services evolve and regulatory requirements change, this Privacy Policy may be updated.
We will notify you in advance of any changes so that you can review the new terms.

Contact Information
For any questions related to personal data processing, please contact us at:
info@king-servers.com.



